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11 May 2018

Dear Mr Martin-Lang

Re: BaFin Konsultat ion 05/2018  - Entwurf : Auslegungs- und 
Anwendungshinweise gemäß § 51 Abs. 8 Geldwäschegesetz

The EMA is the EU trade body representing electronic money issuers and alternative payment 

service providers. Our members include leading payments and e-commerce businesses 

worldwide that provide online payments, card-based products, electronic vouchers and mobile 

payment instruments. Most members operate across the EU, most frequently on a cross-border 

basis. A list of current EMA members is provided at the end of this document.

We have reviewed the draft interpretation and application guidance, and we have set out our 

comments below.
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Our comment relates to the following sentence on page 60 of the consultation document: 

‘Soweit risikoerhöhende Faktoren vorliegen, kommt eine Anwendung vereinfachter 

Kundensorgfaltspflichten nicht in Betracht’ (‘in so far as there are higher risk factors, the 

application of simplified due diligence is not an option’). 

Read strictly, this sentence would imply that the presence of any one higher risk factor should 

prevent the application of simplified due diligence (‘SDD’) measures. If, for example, the product 

in question employed any ‘new or developing technologies’ (Annex 3(2)(e) 4MLD), it could not 

operate under the SDD provisions even if the use of these technologies were mitigated by, for 

example, a low transaction threshold or the fact that the product was only made available to 

existing customers. 

Such a reading, however, contradicts the approach adopted by article 18(3) 4MLD, which presents 

the higher risk factors in Annex 3 as ‘factors of potentially higher risk situations’ (emphasis added) 

rather than factors that always indicate a higher risk. Furthermore, article 18(3) 4MLD makes 

clear that these risk factors are merely to be taken into account as part of an active 

determination of risk by the obliged entity. In doing so, obliged entities are expected to use a 

holistic approach to risk, as set out in recital 22 4MLD:

The risk of money laundering and terrorist financing is not the same in every case. 

Accordingly, a holistic, risk- based approach should be used. The risk-based approach is 

not an unduly permissive option for Member States and obliged entities. It involves the 

use of evidence-based decision-making in order to target the risks of money laundering 

and terrorist financing facing the Union and those operating within it more effectively.

A holistic approach to risk thus means assessing the product’s overall risk by reference to higher 

as well as lower risk and mitigating factors, without giving undue weight to any one risk factor 

present. This is also reflected in the EBA’s Risk Factor Guidelines  (paragraph 10, page 11):1

 JC 2017 37 Joint  Guidelines  under  Articles 17  and  18(4)  of  Directive  (EU) 2015/849  on  simplified  and  1

enhanced  customer due  diligence  and the  factors  credit  and  financial  institutions should  consider  when 
assessing  the  money  laundering  and  terrorist  financing  risk associated  with  individual  business  
relationships  and  occasional transactions.  
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Firms should gather sufficient information to be satisfied that they have identified all 

relevant risk factors, including, where necessary, by applying additional CDD measures, 

and assess those risk factors to obtain a holistic view of the risk associated with a 

particular business relationship or occasional transaction. Firms should note that the risk 

factors listed in these guidelines are not exhaustive, and that there is no expectation that 

firms will consider all risk factors in all cases. 

For these reasons, we ask you to revise the above-cited sentence in your guidance, either by 

deleting it or by re-drafting it to more closely reflect the risk-based approach as set out in the 

Directive and EBA Guidelines.   

    

Yours sincerely,  
 

  
Dr Thaer Sabri  
 

Chief Executive Officer  

Electronic Money Association 
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List of EMA members as of May 2018 
 

Advanced Payment Solutions Ltd 
Airbnb Inc 
Allegro Group 
American Express 
Azimo Limited 
Bitstamp 
BlaBla Connect UK Ltd 
Blackhawk Network Ltd 
Boku Inc 
CashFlows 
Citadel Commerce UK Ltd 
Clearsettle 
Coinbase 
Corner Banca SA 
Ebanx 
eBay Europe Sarl 
Euronet Worldwide Inc 
Facebook Payments International Ltd 
First Rate Exchange Services 
Flex-e-card 
Flywire 
GoCardless Ltd 
Google Payment Ltd 
IDT Financial Services Limited 
Imagor SA 
Intuit Inc. 
Ixaris Systems Ltd 
Merpay Ltd. 
MuchBetter 
Nvayo Limited 
One Money Mail Ltd 

Optal 
Park Card Services Limited 
Paybase Limited 
Payoneer 
PayPal Europe Ltd 
PayPoint Plc 
Paysafe Group 
PPRO Financial Ltd 
PrePay Solutions 
R. Raphael & Sons plc 
Remitly 
SafeCharge UK Limited 
Securiclick Limited 
Skrill Limited 
Starpay Global Ltd. 
Stripe 
Syspay Ltd 
Transact Payments Limited 
Transact24 (UK) Ltd 
TransferWise Ltd 
TrueLayer Limited 
Trustly 
Uber BV 
Valitor 
Vitesse PSP Ltd 
Viva Payments SA 
Wave Crest Holdings Ltd 
Wirecard AG 
Wirex Limited 
Worldpay UK Limited 
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http://www.apsgroup.com/
https://www.airbnb.com/
http://allegro.pl/
https://www.americanexpress.com/
https://azimo.com/en/
https://www.bitstamp.net/
https://www.blablaconnect.com/
http://blackhawknetwork.com/
http://www.boku.com/
http://www.cashflows.com/
http://www.citadelcommerce.com/
http://www.clearsettle.com/
https://www.coinbase.com/?locale=en
http://www.cornerbanca.com/ch/html/it/index.html
https://www.ebanx.com/
http://www.ebay.com/
http://www.euronetworldwide.com/
https://www.facebook.com/
http://www.firstrate.co.uk/
http://www.flex-e-card.com/
https://www.flywire.com/
https://gocardless.com/
https://www.google.com/wallet/
http://www.idtfinance.com/
http://be.benefits-rewards.sodexo.com/
http://www.intuit.com/
https://www.ixaris.com/
https://www.merpay.com/
http://www.muchbetter.com/
http://nvayo.co.uk/
http://1mm.eu/
http://optal.com/
http://www.parkgroup.co.uk/default.aspx
https://paybase.io/
https://www.payoneer.com/
https://www.paypal.com/uk/webapps/mpp/home
https://www.paypoint.com/en-gb
https://www.paysafecard.com/en-gb/
https://www.ppro.com/
http://prepaysolutions.com/
http://www.raphaelsbank.com/
https://www.remitly.com/us/en/
https://www.safecharge.com/
http://www.nochex.com/
https://www.skrill.com/en/home/
http://starpayglobal.co.uk/
http://www.stripe.com/
https://app.syspay.com/
http://www.thebancorp.com/
https://www.transact24.co.uk/
https://transferwise.com/
http://www.truelayer.com/
https://trustly.com/en/
http://www.uber.com/
https://www.valitor.com/
http://www.vitessepsp.com/
https://vivapayments.com/
http://www.wavecrest.gi/
https://www.wirecard.de/
https://wirexapp.com/
http://www.worldpay.com/

